
RCW 46.20.037  Facial recognition matching system.  (1) The 
department may implement a facial recognition matching system for 
drivers' licenses, permits, and identicards. Any facial recognition 
matching system selected by the department must be used only to verify 
the identity of an applicant for or holder of a driver's license, 
permit, or identicard to determine whether the person has been issued 
a driver's license, permit, or identicard under a different name or 
names.

(2) Any facial recognition matching system selected by the 
department must be capable of highly accurate matching, and must be 
compliant with appropriate standards established by the American 
association of motor vehicle administrators that exist on June 7, 
2012, or such subsequent date as may be provided by the department by 
rule, consistent with the purposes of this section.

(3) The department shall post notices in conspicuous locations at 
all department driver licensing offices, make written information 
available to all applicants at department driver licensing offices, 
and provide information on the department's website regarding the 
facial recognition matching system. The notices, written information, 
and information on the website must address how the facial recognition 
matching system works, all ways in which the department may use 
results from the facial recognition matching system, how an 
investigation based on results from the facial recognition matching 
system would be conducted, and a person's right to appeal any 
determinations made under this chapter.

(4) Results from the facial recognition matching system:
(a) Are not available for public inspection and copying under 

chapter 42.56 RCW;
(b) May only be disclosed when authorized by a court order;
(c) May only be disclosed to a federal government agency if 

specifically required under federal law; and
(d) May only be disclosed by the department to a government 

agency, including a court or law enforcement agency, for use in 
carrying out its functions if the department has determined that 
person has committed one of the prohibited practices listed in RCW 
46.20.0921 and this determination has been confirmed by a hearings 
examiner under this chapter or the person declined a hearing or did 
not attend a scheduled hearing.

(5) All personally identifying information derived from the 
facial recognition matching system must be stored with appropriate 
security safeguards. The office of the chief information officer shall 
develop the appropriate security standards for the department's use of 
the facial recognition matching system, subject to approval and 
oversight by the technology services board.

(6) The department shall develop procedures to handle instances 
in which the facial recognition matching system fails to verify the 
identity of an applicant for a renewal or duplicate driver's license, 
permit, or identicard. These procedures must allow an applicant to 
prove identity without using the facial recognition matching system. 
[2012 c 80 § 1; 2006 c 292 § 1; 2004 c 273 § 3.]

Finding—Purpose—Effective date—2004 c 273: See notes following 
RCW 9.35.020.
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