
WAC 132S-100-250  Misuse of equipment and technology.  Misuse of 
the college's computer, telecommunications, or electronic technology, 
facilities, or equipment which includes, but is not limited to:

(1) Unauthorized entry into a file to use, read, or change the 
contents, or for any other purpose.

(2) Unauthorized transfer of a file.
(3) Use of another individual's credentials or password or allow-

ing someone else to use your own credentials and password.
(4) Copyright violations.
(5) Use of the college's computer, telecommunications, or elec-

tronic technology facilities and resources:
(a) That interferes with the work of another student, faculty 

member, or college official.
(b) To send obscene or abusive messages.
(c) For personal profit, advertisement, or illegal purposes.
(d) For purposes other than those necessary to fulfill an assign-

ment or task as part of the student's program of instruction.
(e) To engage in any of the prohibited actions and behaviors lis-

ted within the acceptable use of information technology resources pol-
icy.
[Statutory Authority: RCW 28B.50.140. WSR 16-12-039, § 132S-100-250, 
filed 5/25/16, effective 6/25/16.]
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