
2411
Sponsor(s): Representatives Haigh, Schmidt, Hurst and Buck; by
request of Governor Locke and Attorney General

Brief Description: Protecting certain domestic security records.

HB 2411 - DIGEST

(SUBSTITUTED FOR - SEE 1ST SUB)

Proposes to protect records assembled, prepared, or maintained
to prevent, mitigate, or respond to criminal acts committed with
terroristic intent as defined in 200 2 c . . . s 2 (HB 2314), the
public disclosure of which would have a substantial likelihood of
threatening public safety, consisting of: (1) Those portions of
records containing specific and unique vulnerability assessments or
specific and unique response plans; data, data bases, and
inventories of potentially dangerous or remedial goods or materials
collected or assembled to assess and plan for terrorist acts; and
communication codes or deployment plans of law enforcement or
emergency response personnel;

(2) Specific intelligence information and specific
investigative records shared by federal and international law
enforcement agencies with state and local law enforcement and
public safety agencies; and

(3) National security records classified under federal
executive order and not subject to public disclosure under federal
law that are shared by federal agencies, and other records related
to national security briefings to assist state and local government
with domestic preparedness for acts of terrorism.

Proposes to protect computing, telecommunications, and network
security records and data that include: Passwords; security codes
or programs; security or disaster recovery plans, risk assessments,
tests, or the results of those tests; architectural or
infrastructure designs; maps or other records that show the
location or layout of the facilities where computing,
telecommunications, or network infrastructure are located or
planned to be located; codes for facility security systems; or
codes for secure applications.


